»

Secure your Microsoft 365 environment with our tailored service packs!

In a world where data security is a primary concern, it's essential to protect your sensitive information and ensure business
continuity. Because we understand the unique IT security challenges you face, we've developed security services specifically
designed for your M365 platform.

Our expertise in security and SaaS M365 services allow us to offer you tailor-made solutions, adapted to your specific needs.
Whether you're looking to strengthen data protection, ensure regulatory compliance or prevent internal and external threats, we
have the tools and skills to support you.

A package for every type pf company

~

® BRONZE package : designed for VSBs and SMBs who want to start by securing the basics of their Microsoft 365
environment

® SILVER package : ideal for SMBs looking to protect themselves from threats while taking advantage of Microsoft
365'’s collaborative cloud services

® GOLD package : perfect for SMBs and larger companies wishing to implement best security practices
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WHICH PACKAGE TO CHOOSE ?

BRONZE SILVER GOLD
M365 Business Basic M365 Business M365 - E5
Applicable to licenses M365 Business Standard Premium
Plans Exchange Online M365 - E3
Sharepoint

Securing Entra ID basic service parameters

Strong authentication management

Account inventory

Securing privileged accounts

Review enterprise applications and establish governance

Securing email (Exchange Online)
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Application of Secure Score recommendations

Entra ID advanced directory security :
- Planned MFA campaign with a focus on change
management,
- Protect by setting up conditional access
- Implementation of the Self-Service-Password-Reset
portal,
- Analysis of usage of registered enterprise applications,
- Optimization of license organization according to user
profiles.
Advanced email security: improved spam filtering, anti-phishing
configuration, implementation of a company-specific spam @ @
management strategy. Management of SPF, DKIM and DMARC
security techniques.
Enterprise device management with Microsoft Intune :
- Security strategy for Windows workstations,
- Integration of Microsoft Defender for Endpoint for
Windows (optional), @
- Application packages from our catalog,
- Windows update strategies,
- Machine encryption management,
- Compliance strategy,
- Cell phone management

Compliance: log and event management @
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Identity protection against targeted cyberattacks

Monitoring and control of applications used in the cloud and on
the Internet
Control and monitor privileged access to reduce risks

Tools for finding relevant data quickly and efficiently

Identify and manage internal risks
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Data loss and exfiltration prevention (DLP)

OPTIONS

Defender for Endpoint: antivirus installation and configuration via
Microsoft Intune or GPO Active Directory

Data protection (Purview): configuration of labels for platform
data classification

Report :

- Editing areport on the security project

- Presentation of the report
Autopilot configuration for Microsoft Windows workstations and
validation of results with you
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